
4 REPORT
INCIDENTS

REPORT CYBER FRAUDS AT NATIONAL
CYBER CRIME REPORTING PORTAL
(https://cybercrime.gov.in/) OR CALL
HELPLINE NUMBER 1930. IMMEDIATELY
BLOCK YOUR ACCOUNT/ CREDIT OR
DEBIT CARDS IF THE SAME IS
COMPROMISED

do your part



be cyber smart

Always challenge unexpected
requests for sensitive
information. If you think it is a
scam, be direct and say NO

1
2

3

SPOT EMAIL SCAMS

STRONG
PASSWORDS

SECURITY UPDATES

CHECK IF THE MESSAGE IS RECEIVED FROM A
PUBLIC EMAIL DOMAIN. DO NOT CLICK ON LINKS
OR DOWNLOAD ATTACHMENTS UNLESS YOU
HAVE VERIFIED THE SENDER

CREATE STRONG AND UNIQUE PASSWORDS FOR
EACH ACCOUNT. DO NOT WRITE DOWN OR
SHARE PASSWORDS

DO NOT IGNORE SECURITY
UPDATES. ONLY USE OFFICIAL APP
STORES FOR DOWNLOADING
SOFTWARE. ALWAYS LOCK YOUR
DEVICE WHEN NOT IN USE
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STOP.

CHALLENGE.

PROTECT
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READ MORE CYBER SECURITY TIPS AT:
https://canarabank.com/User_page.aspx?othlink=356
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